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Proclamations Proc. 9075 

IN WITNESS WHEREOF, I have hereunto set my hand this thirty-first day 
of December, in the year of our Lord two thousand thirteen, and of the 
Independence of the United States of America the two hundred and thirty- 
eighth. 

BARACK OBAMA 

Proclamation 9075 of December 31, 2013 

National Stalking Awareness Month, 2014 

By the President of the United States of America 
A Proclamation 

Each January, we draw attention to a crime that will affect 1 in 6 American 
women at some point in their lives. Although young women are dispropor-
tionately at risk, anyone can be a victim of stalking—regardless of age, sex, 
background, or gender identity. While many victims are stalked by ex-part-
ners, sometimes the perpetrators are acquaintances or even strangers. Dur-
ing National Stalking Awareness Month, we extend our support to victims 
and renew our commitment to holding their stalkers accountable. 

Stalkers seek to intimidate their victims through repeated unwanted con-
tact, including harassing phone calls, text messages, or emails. 
Cyberstalking is increasingly prevalent, with more than one quarter of 
stalking victims reporting being harassed through the Internet or electroni-
cally monitored. Many victims suffer from anxiety, depression, and insom-
nia, and some are forced to move or change jobs. Stalking all too often goes 
unreported, yet it also tends to escalate over time, putting victims at risk 
of sexual assault, physical abuse, or homicide. 

My Administration remains dedicated to pursuing justice for victims of 
stalking and ensuring survivors receive the support they need. Last March, 
I was proud to sign the Violence Against Women Reauthorization Act. 
Every time we renew this landmark legislation, we improve it, and this 
time was no exception. This renewal expanded protections for Native 
American and lesbian, gay, bisexual, and transgender victims of stalking, 
domestic violence, and sexual assault. It amended the Clery Act to require 
colleges to report crime statistics on stalking, continued to allow relief for 
immigrant victims, and strengthened support and training programs that 
have proven effective in helping law enforcement bring offenders to justice. 

We also stand behind the tireless advocates who provide essential services 
to victims. Along with law enforcement, prosecutors, court personnel, and 
survivors, these devoted women and men are links in a chain that has 
made a difference—one person, one family, one case at a time. This month, 
let us resolve to strengthen this chain, bring stalkers to justice, and give 
hope to everyone who has suffered from this crime. 

NOW, THEREFORE, I, BARACK OBAMA, President of the United States of 
America, by virtue of the authority vested in me by the Constitution and 
the laws of the United States, do hereby proclaim January 2014 as National 
Stalking Awareness Month. I call upon all Americans to recognize the signs 
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Title 3—The President Proc. 9075 

of stalking, acknowledge stalking as a serious crime, and urge those af-
fected not to be afraid to speak out or ask for help. Let us also resolve to 
support victims and survivors, and to create communities that are secure 
and supportive for all Americans. 

IN WITNESS WHEREOF, I have hereunto set my hand this thirty-first day 
of December, in the year of our Lord two thousand thirteen, and of the 
Independence of the United States of America the two hundred and thirty- 
eighth. 

BARACK OBAMA 
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EXECUTIVE ORDERS 

Executive Order 13636 of February 12, 2013 

Improving Critical Infrastructure Cybersecurity 

By the authority vested in me as President by the Constitution and the laws 
of the United States of America, it is hereby ordered as follows: 

Section 1. Policy. Repeated cyber intrusions into critical infrastructure 
demonstrate the need for improved cybersecurity. The cyber threat to crit-
ical infrastructure continues to grow and represents one of the most serious 
national security challenges we must confront. The national and economic 
security of the United States depends on the reliable functioning of the Na-
tion’s critical infrastructure in the face of such threats. It is the policy of 
the United States to enhance the security and resilience of the Nation’s crit-
ical infrastructure and to maintain a cyber environment that encourages ef-
ficiency, innovation, and economic prosperity while promoting safety, se-
curity, business confidentiality, privacy, and civil liberties. We can achieve 
these goals through a partnership with the owners and operators of critical 
infrastructure to improve cybersecurity information sharing and collabo-
ratively develop and implement risk-based standards. 

Sec. 2. Critical Infrastructure. As used in this order, the term critical infra-
structure means systems and assets, whether physical or virtual, so vital to 
the United States that the incapacity or destruction of such systems and as-
sets would have a debilitating impact on security, national economic secu-
rity, national public health or safety, or any combination of those matters. 

Sec. 3. Policy Coordination. Policy coordination, guidance, dispute resolu-
tion, and periodic in-progress reviews for the functions and programs de-
scribed and assigned herein shall be provided through the interagency 
process established in Presidential Policy Directive–1 of February 13, 2009 
(Organization of the National Security Council System), or any successor. 

Sec. 4. Cybersecurity Information Sharing. (a) It is the policy of the United 
States Government to increase the volume, timeliness, and quality of cyber 
threat information shared with U.S. private sector entities so that these en-
tities may better protect and defend themselves against cyber threats. With-
in 120 days of the date of this order, the Attorney General, the Secretary 
of Homeland Security (the ‘‘Secretary’’), and the Director of National Intel-
ligence shall each issue instructions consistent with their authorities and 
with the requirements of section 12(c) of this order to ensure the timely 
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